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WHAT IS GEN AI ?
Generative Artificial Intelligence (Gen AI) is a type of
artificial intelligence technology that can produce text,
images, computer code, and audiovisual content in
response to prompts*. 

Gen-AI uses  Natural Language Processing (NLP). NLP is a
branch of AI that “focuses on helping computers to
understand, interpret and generate human language.” Gen
AI offers many exciting opportunities for children. However,
as with all new technologies, alongside benefits, there are
also potential risks.

*Prompts are a natural language text that requests generative AI to
perform a specific task.
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SO HOW DOES GEN AI ACTUALLY WORK ?!

Vast amounts of text data
from various sources is
gathered

01. Data Input 02. Training the Model

The collected data is used to
train the AI model to
understand language patterns.

03. Fine-Tuning 

The AI model is then
specialised for specific tasks
or domains if needed. eg to
generate images or text etc.

Input provided by the user is  
encoded into a format that AI
can understand.

04. Input by User 
The trained Gen AI model generates output based on
the prompts given by the user in natural language.
This could be answering questions, generating text,
videos, audios, etc.

05. Generating Output 



TYPES OF GEN AI MODELS

Text-to-text models
take a natural language
input and produce text
output. These models

are trained to learn the
mapping between a

pair of texts. 

Text-to-image models
are trained on vast
datasets of images,

each captioned with a
short text description,
allowing them to learn
a wide range of  visual

representations

Text-to-video models
aim to generate a video

representation from
text input. The input
text can be anything

from a single sentence
to a full script, and the
output is a video that
corresponds to the

input text.

Text-to-task models
are trained to perform

a specific task or
action based on text

input. This task can be
a wide range of
actions such as

answering a question,
performing a search,
making a prediction

Source: Different Types of Generative AI by Muhammad Shoaib Shafique
Data Scientist specializing in Machine Learning and AI

https://www.linkedin.com/pulse/different-types-generative-ai-muhammad-shoaib-shafique-wcrvf/
https://www.linkedin.com/in/mshoaibshafique/


HOW ARE CHILDREN
USING GEN AI

AI is already part of children’s lives in the form of  
algorithms or automated decision-making systems and
with the rapid uptick of generative AI it could quickly
become a major feature of children’s digital landscape. A
study by The World Economic Forum in the United States
revealed that that while only 30% of parents had used
ChatGPT, 58% of their 12-18-year-old children had done so
and hid it from parents and teachers. 
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Leisure & Entertainment

Gen AI tools can provide children with a diverse array of leisure and
entertainment options, ranging from virtual chatbots, interactive
storytelling experiences to immersive gaming adventures and
virtual therapy.

Content Creation

Gen AI tools can help children to write stories, compose music,
design artwork and develop games! children can unleash their
creativity and express themselves through AI-driven tools. 

Learning & Exploration

Generative AI has the potential to help children pursue their
academic interests, deepen their understanding of complex
concepts, and unleash their creativity through inquiry-driven
discovery. 



POPULAR GEN AI TOOLS USED BY CHILDREN

ChatGPT Midjourney

A versatile tool that
generates images from  

prompts.

Tool to generate a
summary of lengthy

articles or documents,
making it easier to

understand and remember
important information. 

Storybird

Minecraft Education
 Edition

Scratch

 Elementary-age kids can
write stories and work on

creative writing with
Storybird.

AI chatbot providing
basic mental health
support and coping

strategies, suitable for
older adolescents and

teenagers.

Educational version of
Minecraft incorporating
AI elements for creative

learning and
collaboration.

Visual programming
platform for kids to
create interactive

stories, games, and
animations.

Spark Writer

AI model that creates
images from textual

descriptions (prompts).

AI language model
developed by OpenAI that

engages in natural language
conversations and provides

responses based on
prompts.

https://woebothealth.com/
https://www.storybird.com/start-with-art/picture-book
https://education.minecraft.net/en-us/discover/what-is-minecraft
https://education.minecraft.net/en-us/discover/what-is-minecraft
https://education.minecraft.net/en-us/discover/what-is-minecraft
https://scratch.mit.edu/
https://www.creativefabrica.com/spark/tools/text-generator/ai-tools/rewriter-tool/


POTENTIAL RISKS
FOR CHILDREN 

While Gen AI will certainly revolutionise education and
entertainment for children in many ways, it can also pose
some problems that parents/educators need to be aware
of. Children are a large cohort using Gen AI globally and are
particularly vulnerable if not guided adequately. 
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RISKS GEN AI POSES TO CHLIDREN

Data Privacy &
Security Risks

Impacts on Critical
Thinking

Artificial Intimacy &
Isolation

Exposure to Explicit
Content

Risk of mis/dis
information



 Data Privacy and Security Risks1.

Gen AI tools often require access to personal data, such as
user profiles, interactions, and content preferences, to
deliver personalised experiences. However, this poses
privacy risks, as children may inadvertently disclose
sensitive information while interacting with these tools. 

In a recent incident regarding privacy breach a senior
research fellow at Oxford University and an author, shared a
screenshot of a conversation between a human and Bing
where the AI chatbot threatened the user of exposing their
personal information and reputation to the public and
"ruining the chances of getting a job or a degree".

Check the privacy policy of the AI tool your children are
using

Ask the children not to share anything with AI that
counts as private, privileged or confidential information,
even if it may help the tool generate a better response. 

Ensure children use Strong and Unique Passwords

TIPS TO KEEP YOUR DATA SAFE !

Source: AI chatbot Bing, Microsoft's brainchild, threatens user of exposing personal
information, ruining career - The Economic Times

https://economictimes.indiatimes.com/magazines/panache/ai-chatbot-bing-microsofts-brainchild-threatens-user-of-exposing-personal-information-ruining-career/articleshow/98117538.cms?from=mdr
https://economictimes.indiatimes.com/magazines/panache/ai-chatbot-bing-microsofts-brainchild-threatens-user-of-exposing-personal-information-ruining-career/articleshow/98117538.cms?from=mdr


2. Impacts on Critical Thinking

Over-reliance on Gen AI tools can hamper children's critical thinking skills. When AI generates content or provides answers
to questions, children may accept information uncritically without questioning its accuracy or validity and lose their
natural critical thinking abilities. 

Gen AI tools still struggle with understanding
negation, composition and scale. This shows that
Generative AI tools are not actually “intelligent” or do
not understand words, but parrot the data they were
trained on. 

Click Here to see some hilarious and horrifying Gen AI
Image Fails !

a. Gen AI Fails to understand Scale, and Composition 

TOP 3 GEN AI FAILS TO  KEEP IN MIND !

AI IS NOT A SEARCH ENGINE

https://www.boredpanda.com/ai-fails/


Yes, you heard that right — AI can generate information that
sounds accurate but may actually be incorrect. If you’re asking a
Gen AI Tool to generate a fact or a number, be sure to cross-
check with another reliable source.

In this example on the right, we can see that despite the prompt
asking a simple mathematical question, the Gen AI tool failed to
answer correctly to the prompt. Sometimes Gen AI tools also
create details or facts that do not exist, like describing a non-
existent animal or a fictional event in history like in the example
on the right bottom. 

b. Fabrications and Hallucinations - AI can generate wrong
information

Source: AI Hallucination 

AI CAN GENERATE WRONG INFORMATION ! 

Ask the children to craft clear and precise prompts or
queries can guide Gen AI tools to generate more accurate
and relevant responses.

Always verify and cross check any information that you
generate in Gen AI tools

https://www.ibm.com/topics/ai-hallucinations
https://blog.gramener.com/llm-hallucinations/


AI can be biased based on the incomplete to skewed data it was
trained on or sometimes even due to human intervention. These can
include gender biases, racial biases, and biases against certain
ideologies or political affiliations. Such biases can also vary across
different Gen AI tools with each one having a different set of biases.

Long before the launch of ChatGPT, Microsoft in 2016 unveiled Tay — a
AI Twitter bot that the company described as an experiment in
"conversational understanding." The more you chat with Tay, said
Microsoft, the smarter it gets, learning to engage people through
"casual and playful conversation."

Unfortunately, the conversations didn't stay playful for long. Pretty
soon after Tay launched, people starting tweeting the bot with all
sorts of misogynistic, racist remarks. And Tay — being essentially a
robot parrot — started repeating these sentiments back to users.
Similarly AI tools generate content based on the data it is trained on.

c. Biases - AI can be biased !

In a recent study conducted by UNDP, various Gen AI
tools like DALL-E 2 and Stable Diffusion were given
prompts like ‘IT Expert’ and ‘Scientist’. The results
showed that 75-100% of AI generated images show men,
reinforcing the stereotypes of STEM professions as
male-dominated: both as professions that
overwhelmingly attract men and as professions in which
men excel compared to women.

Source: Reproducing inequality: How AI image generators show biases
against women in STEM | United Nations Development Programme

AI BIASES REFLECT SOCIETAL BIASES. YOU DON’T WANT
YOUR CHILDREN TO HAVE A BIASED WORLDVIEW

https://www.bloomberg.com/graphics/2023-generative-ai-bias/?utm_medium=social&utm_source=linkedin&utm_campaign=linkedin-newsletter&utm_content=tech-ai
http://www.theverge.com/2016/3/23/11290200/tay-ai-chatbot-released-microsoft
https://www.undp.org/serbia/blog/reproducing-inequality-how-ai-image-generators-show-biases-against-women-stem
https://www.undp.org/serbia/blog/reproducing-inequality-how-ai-image-generators-show-biases-against-women-stem


3. Artificial Intimacy and Isolation

Excessive reliance on Gen AI tools for social interaction and companionship may lead to artificial intimacy and social isolation
among children. While AI chatbots and virtual companions can simulate human-like interactions, they cannot replicate genuine
human relationships .

Some AI-enabled dangerous applications are getting better at mimicking human interaction but many fear they feed into
unhealthy beliefs around gender-based control and violence. Some apps prompts you to create the “perfect partner”, giving you
options like “hot, funny, bold”, or “shy, modest, considerate”. 

People have also started to building romantic relationships with AI bots
with some even virtually marrying bots. In a recent incident one such AI
powered app had undergone some abrupt changes to its erotic roleplay
features, leaving many users confused and heartbroken. “It’s like losing a
best friend,” one user stated. “It's hurting like hell. I just had a loving last
conversation with my AI partner, and I'm literally crying,” wrote another
user. This situation underscores the potential dangers of overreliance
on AI for social interaction, highlighting the need for careful
consideration of the impact on children's emotional well-being and
social development

Source:Uncharted territory: do AI girlfriend apps promote unhealthy expectations for human relationships? | Artificial intelligence (AI) | The Guardian |
'It's Hurting Like Hell': AI Companion Users Are In Crisis, Reporting Sudden Sexual Rejection

AI MAY IMPEDE CHILDREN’S SOCIAL DEVELOPMENT !

https://www.theguardian.com/technology/2023/jul/22/ai-girlfriend-chatbot-apps-unhealthy-chatgpt
https://www.vice.com/en/article/y3py9j/ai-companion-replika-erotic-roleplay-updates


4. Exposure to explicit content

Gen AI tools may generate or expose children to explicit or
inappropriate content. Despite efforts to filter and moderate
content, AI algorithms may produce materials that contain
offensive language, graphic imagery, or inappropriate
themes. Children who encounter such content may
experience distress, potentially causing psychological harm
or trauma. Conversely, children engaging in generating such
content may face legal repercussions.

One such example will be the increasingly high rise of Deep
Fake* technology used by school children globally with
headline like the ones on the left becoming increasingly
common. One recent case that happened in a Illinois high
school where a 15-year-old found out that one of her
classmates was using AI, to create nude photos of her. It was
later discovered that dozens of doctored images of her and
other teenage girls were floating around, Some even
depicted teachers. 

*Deep Fake:  It refers to the use of deep learning algorithms to create compelling and often
deceptive media content, such as videos, audio recordings, or images, that appear to
feature real people saying or doing things they never did.

Source: The Rise of Deepfakes in Schools | The International Educator (TIE Online)
Students used AI to create nude photos of their classmates. For some, arrests came next

2023 State Of Deepfakes: Realities, Threats, And Impact.

AI CAN LEAD TO HEIGHTENED RISK OF CHILDREN FALLING
PREY TO CSAM !

https://www.tieonline.com/article/3632/the-rise-of-deepfakes-in-schools
https://www.usatoday.com/story/news/education/2024/03/28/ai-nudes-generate-chaos-at-schools/72976869007/
https://www.homesecurityheroes.com/state-of-deepfakes/#deepfake-porn-survey
https://www.usatoday.com/story/news/education/2024/03/28/ai-nudes-generate-chaos-at-schools/72976869007/


5. Risk of Mis/Disinformation

Generative AI has been shown to instantly create texts or images that are indistinguishable from, and at times more persuasive
than, human-generated content. A recent report by World Economic Forum stated that “AI-powered misinformation is the
world’s biggest short-term threat”. Children are particularly vulnerable to the risks of mis/disinformation as their cognitive
capacities are still developing.

Secret recordings of politicians, false video clips of newsreaders, and
fake photographs of celebrities. A wide array of media can now be
generated or altered with artificial intelligence, mimicking real people,
often very convincingly. 

A high-profile and higher-quality recent example was an AI-generated
audio message of a fake Joe Biden attempting to dissuade people from
voting in the New Hampshire primaries. Another example was a (quite
unconvincing) video showing a clone of Ukraine’s President Volodímir
Zelensky calling for his troops to lay down their arms only days into the
Russian full-scale invasion. 

AI-generated image of US President Joe Biden and former
president Barack Obama. (Source: Jon Cooper/ Twitter)

CHILDREN ARE MORE VULNERABLE TO MISINFORMATION 

https://www.unicef.org/globalinsight/media/2096/file/UNICEF-Global-Insight-Digital-Mis-Disinformation-and-Children-2021.pdf
https://www.unicef.org/globalinsight/media/2096/file/UNICEF-Global-Insight-Digital-Mis-Disinformation-and-Children-2021.pdf
https://www.unicef.org/globalinsight/media/2096/file/UNICEF-Global-Insight-Digital-Mis-Disinformation-and-Children-2021.pdf
https://www.unicef.org/globalinsight/media/2096/file/UNICEF-Global-Insight-Digital-Mis-Disinformation-and-Children-2021.pdf
https://www.unicef.org/globalinsight/media/2096/file/UNICEF-Global-Insight-Digital-Mis-Disinformation-and-Children-2021.pdf
https://www.msn.com/en-us/news/politics/biden-audio-deepfake-prior-to-new-hampshire-primary-traced-to-texas/ar-BB1hS0TA
https://www.msn.com/en-us/news/politics/biden-audio-deepfake-prior-to-new-hampshire-primary-traced-to-texas/ar-BB1hS0TA
https://twitter.com/Shayan86/status/1504085415615209479


LET’S SEE IF YOU
CAN IDENTIFY

WHICH OF THESE
PHOTOGRAPHS

ARE AI GENERATED
AND WHICH ARE

REAL !

Hint: Only half of these people are real !

Source: Detecting Disinformation and Deep Fakes

https://lawrencehallofscience.org/events/science-at-cal-detecting-disinformation-and-deep-fakes/


SHOCKING RIGHT ?

As AI technology continues to advance, generated
content is becoming remarkably realistic, blurring the

lines between what's real and what's not.



HERE ARE SOME TIPS TO SPOT THE REAL DEAL !

Look for details: Pay close attention to intricate details that might give away the artificial nature of the image or
video. Check for inconsistencies in shadows, the number of fingers and unnatural teeth, or overly smooth skin
textures. With text look out for odd phrasing, irrelevant tangents, or sentences that don't quite fit the overall
narrative.

Consider the context: For images and videos analyse the surroundings and scenario depicted. Does everything in
the picture seem to fit naturally together, or are there elements that seem out of place or improbable?

Investigate the source: Try to trace the origins of the content. Look for metadata, such as where it was published or
who created it. Authentic images often have a clear trail of ownership and usage history. For texts check if it is
shared by some reliable and verified sources or some website you hadn’t heard of ? 

Verification Tools: Leverage available tools and techniques designed to detect AI-generated content. However,
keep in mind that even though these tools are backed by powerful technology, they may still be inefficient in
detecting AI generated content.  Do your own research if something sounds or looks too crazy to be true. 

Source: How to spot a manipulated image

 AI Misinformation: How It Works and Ways to Spot It - CNET

https://www.bbc.com/future/article/20240311-how-to-spot-a-manipulated-image
https://www.cnet.com/news/misinformation/ai-misinformation-how-it-works-and-ways-to-spot-it/
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HELPING CHILDREN USE
GEN AI SAFELY

AI tools are not perfect, and it may sometimes generate
inappropriate content and lead to various other digital risks.
So, while children are on their AI-powered adventures,
parents and educators need to be there to guide them,
answer their questions, share their excitement, and make
sure the digital playground stays safe.



Understand the Technology1.
Educate yourself about how the Gen AI App works and its
capabilities. Try using such tools with your child, to
understand how these apps work. 

2. Read Privacy Policies
Read the Privacy Policy of the app to know about how the
app collects, uses, and protects personal information
before you introduce a tool to the children. 

3. Initiate conversations
Discuss Gen AI with the children. Tell them about its
functions, purpose, and how it can be both entertaining
and educational but also share the potential associated
risks.

STEPS TO INTRODUCE GEN AI TOOLS WITH
CHILDREN



4. Establish Clear Boundaries
Communicate the amount of time allotted for using
generative AI apps, and outline the types of content they
are permitted to generate.

5. Verify Sources
Encourage critical thinking in children and ask them to
always verify the accuracy of information generated by
AI. Ensure that content generated does not infringe on
the rights of others and plagiarise content. Always Cite
the sources if used for educational purposes and give
disclaimers for AI generated content.

6. Stay Informed
Keep up-to-date with developments in AI technology and
its societal impacts. It may be difficult to know about
each tool but encourage children to show you how to
operate the generative AI apps they intend to use. 
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TOOLS & RESOURCES

Equip yourself with tools and resources to keep
yourself and the children safe in this new AI-
powered world 



SAFETY TOOLKIT

The AI Image
Detection Guide by

The Quint Lab
A multimedia immersive that

teaches you about
distinguishing AI images

from real ones.

Privacy Analyzer
GPT 

Helps to reveal the top
privacy concerns of any
website's privacy policy

Have I been
Trained?

A tool to help you find
out if your work has been

used to train AI. 

Content
Credentials 

A tool to help you identify
whether content online is

real, edited, unedited or AI-
generated. 

Grammerly
Plagiarism Checker

Tool to identify plagiarized
content

Quill Bot AI
Detector

A tool to help you identify AI
Generated Content

 The tools used for AI detection are backed by powerful technology, but it’s important to mention they aren’t always accurate.

https://www.thequint.com/quintlab/generative-artificial-images-real-or-ai-detector-cheatsheet-midjourney-dalle-blue-willow/
https://www.thequint.com/quintlab/generative-artificial-images-real-or-ai-detector-cheatsheet-midjourney-dalle-blue-willow/
https://www.thequint.com/quintlab/generative-artificial-images-real-or-ai-detector-cheatsheet-midjourney-dalle-blue-willow/
https://www.security.org/digital-safety/privacy-policy-analyzer/
https://www.security.org/digital-safety/privacy-policy-analyzer/
https://www.security.org/digital-safety/privacy-policy-analyzer/
https://haveibeentrained.com/
https://haveibeentrained.com/
https://contentcredentials.org/
https://contentcredentials.org/
https://contentcredentials.org/
https://www.grammarly.com/plagiarism-checker
https://www.grammarly.com/plagiarism-checker
https://quillbot.com/ai-content-detector?utm_medium=cpc&utm_source=google&utm_campaign=FA+-+HY+%7C+AWAR+-+Search+%7C+Product+-+AI+Detector+%7C+DEVP+%7C+CPA&utm_term=check%20if%20text%20is%20ai%20generated&utm_content=688287458560&campaign_type=search-20950722642&click_id=CjwKCAjwtqmwBhBVEiwAL-WAYS37nv_Fcz1SqYi3HBL8GoOEPIx9JDLprG6RoFV-QfNZLlKLsgygfhoC3moQAvD_BwE&campaign_id=20950722642&adgroup_id=160707610049&ad_id=688287458560&keyword=check%20if%20text%20is%20ai%20generated&placement=&target=&network=g&gad_source=1&gclid=CjwKCAjwtqmwBhBVEiwAL-WAYS37nv_Fcz1SqYi3HBL8GoOEPIx9JDLprG6RoFV-QfNZLlKLsgygfhoC3moQAvD_BwE
https://quillbot.com/ai-content-detector?utm_medium=cpc&utm_source=google&utm_campaign=FA+-+HY+%7C+AWAR+-+Search+%7C+Product+-+AI+Detector+%7C+DEVP+%7C+CPA&utm_term=check%20if%20text%20is%20ai%20generated&utm_content=688287458560&campaign_type=search-20950722642&click_id=CjwKCAjwtqmwBhBVEiwAL-WAYS37nv_Fcz1SqYi3HBL8GoOEPIx9JDLprG6RoFV-QfNZLlKLsgygfhoC3moQAvD_BwE&campaign_id=20950722642&adgroup_id=160707610049&ad_id=688287458560&keyword=check%20if%20text%20is%20ai%20generated&placement=&target=&network=g&gad_source=1&gclid=CjwKCAjwtqmwBhBVEiwAL-WAYS37nv_Fcz1SqYi3HBL8GoOEPIx9JDLprG6RoFV-QfNZLlKLsgygfhoC3moQAvD_BwE


READING LIST TO HELP YOU UNDERSTAND GEN AI
BETTER 

How will Gen AI affect Children: World Economic
Forum

Generative AI: The Data Protection Implications |
CEDPO

2023 State Of Deepfakes: Realities, Threats, And
Impact

AI Misinformation: How It Works and Ways to Spot It
- CNET

Source of Bias in AI : IBM 

Neuron: A fun newsletter covering latest AI news
and trends

BOOKS 

Artificial Intelligence: A Guide for Thinking Humans –
Melanie Mitchell
This book for adults offers a comprehensive yet
accessible exploration of AI’s history, capabilities, and
limitations. 

Life 3.0: Being Human in the Age of Artificial Intelligence
– Max Tegmark
  This book explores AI’s societal, philosophical, and
ethical implications.

The Hundred-Page Machine Learning Book – Andriy
Burkov
This book is a vital resource for mastering the
foundations of machine learning

ARTICLES

https://www.weforum.org/agenda/2023/08/generative-ai-children-need-answers/
https://www.weforum.org/agenda/2023/08/generative-ai-children-need-answers/
https://cedpo.eu/wp-content/uploads/generative-ai-the-data-protection-implications-16-10-2023.pdf
https://cedpo.eu/wp-content/uploads/generative-ai-the-data-protection-implications-16-10-2023.pdf
https://www.homesecurityheroes.com/state-of-deepfakes/
https://www.homesecurityheroes.com/state-of-deepfakes/
https://www.cnet.com/news/misinformation/ai-misinformation-how-it-works-and-ways-to-spot-it/
https://www.cnet.com/news/misinformation/ai-misinformation-how-it-works-and-ways-to-spot-it/
https://www.ibm.com/blog/shedding-light-on-ai-bias-with-real-world-examples/
https://www.ibm.com/blog/shedding-light-on-ai-bias-with-real-world-examples/
https://www.theneurondaily.com/
https://www.theneurondaily.com/
https://www.amazon.in/I-Encyclopedia-Kids-Artificial-Intelligence-ebook/dp/B0C3BMN8P2/ref=sr_1_8?keywords=artificial+intelligence+for+kids&qid=1703740819&sr=8-8
https://www.amazon.in/I-Encyclopedia-Kids-Artificial-Intelligence-ebook/dp/B0C3BMN8P2/ref=sr_1_8?keywords=artificial+intelligence+for+kids&qid=1703740819&sr=8-8
https://www.amazon.in/I-Encyclopedia-Kids-Artificial-Intelligence-ebook/dp/B0C3BMN8P2/ref=sr_1_8?keywords=artificial+intelligence+for+kids&qid=1703740819&sr=8-8
https://www.amazon.in/I-Encyclopedia-Kids-Artificial-Intelligence-ebook/dp/B0C3BMN8P2/ref=sr_1_8?keywords=artificial+intelligence+for+kids&qid=1703740819&sr=8-8
https://www.amazon.in/I-Encyclopedia-Kids-Artificial-Intelligence-ebook/dp/B0C3BMN8P2/ref=sr_1_8?keywords=artificial+intelligence+for+kids&qid=1703740819&sr=8-8
https://www.amazon.in/I-Encyclopedia-Kids-Artificial-Intelligence-ebook/dp/B0C3BMN8P2/ref=sr_1_8?keywords=artificial+intelligence+for+kids&qid=1703740819&sr=8-8
https://www.amazon.in/I-Encyclopedia-Kids-Artificial-Intelligence-ebook/dp/B0C3BMN8P2/ref=sr_1_8?keywords=artificial+intelligence+for+kids&qid=1703740819&sr=8-8
https://www.amazon.in/I-Encyclopedia-Kids-Artificial-Intelligence-ebook/dp/B0C3BMN8P2/ref=sr_1_8?keywords=artificial+intelligence+for+kids&qid=1703740819&sr=8-8
https://www.amazon.in/I-Encyclopedia-Kids-Artificial-Intelligence-ebook/dp/B0C3BMN8P2/ref=sr_1_8?keywords=artificial+intelligence+for+kids&qid=1703740819&sr=8-8
https://www.amazon.in/I-Encyclopedia-Kids-Artificial-Intelligence-ebook/dp/B0C3BMN8P2/ref=sr_1_8?keywords=artificial+intelligence+for+kids&qid=1703740819&sr=8-8
https://www.amazon.in/I-Encyclopedia-Kids-Artificial-Intelligence-ebook/dp/B0C3BMN8P2/ref=sr_1_8?keywords=artificial+intelligence+for+kids&qid=1703740819&sr=8-8
https://www.amazon.in/I-Encyclopedia-Kids-Artificial-Intelligence-ebook/dp/B0C3BMN8P2/ref=sr_1_8?keywords=artificial+intelligence+for+kids&qid=1703740819&sr=8-8
https://www.amazon.in/I-Encyclopedia-Kids-Artificial-Intelligence-ebook/dp/B0C3BMN8P2/ref=sr_1_8?keywords=artificial+intelligence+for+kids&qid=1703740819&sr=8-8
https://www.amazon.in/I-Encyclopedia-Kids-Artificial-Intelligence-ebook/dp/B0C3BMN8P2/ref=sr_1_8?keywords=artificial+intelligence+for+kids&qid=1703740819&sr=8-8
https://www.amazon.in/I-Encyclopedia-Kids-Artificial-Intelligence-ebook/dp/B0C3BMN8P2/ref=sr_1_8?keywords=artificial+intelligence+for+kids&qid=1703740819&sr=8-8


KEY TAKEAWAYS FOR RESPONSIBLE GEN AI USAGE

Be Aware of Privacy Concerns: Be careful about sharing personal information with AI software. Systems

may use your input for training, and companies may have access to what you enter as inputs. 

Keep Ethics in mind: What are you using the generative AI for? Are you asking an image generator to create

images that may infringe on someone else’s copyright? Or using it for a school assignment without your

teacher's knowledge?

Pause and Think: If you're creating an image, voice over or videos, ask yourself these questions: Is it

parody? Could they be harmed by the portrayal? Is it disrespectful in any way? 

Always give Disclosures: If you're sharing your AI creations on your social media handles, make sure that you

disclose that they are AI-generated either through watermarks or disclosures. 

Remember to Fact check: AI is not perfect and most often it may get things wrong. So double-check any

important information before you post or share generated through AI.



CONTACT US FOR MORE INFORMATION ON RESPONSIBLE AI AND
DIGITAL SAFETY OF CHILDREN : 

Website : www.space2grow.in

Address : 6th Floor, Avanta Business
Circle, BPTP Park Centra, Sector 30,
Gurgaon, Haryana

Email address : info@space2grow.in

Website: www. citizendigitalfoundation.org

Address : Trivandrum, Kerala, India

Email address :
hello@citizendigitalfoundation.org

As more and more children are going to
use Generative AI, policymakers,
regulatory bodies, AI developers,
parents, educators and other
stakeholders must adopt a dynamic
approach to address the potential  
impacts of children interacting with AI. 

https://www.space2grow.in/
https://www.space2grow.in/
https://citizendigitalfoundation.org/

